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Abstract— Recent studies have shown that the widely used and CTS packets for the collision avoidance on the shared
IEEE 802.11 MAC is considerably inefficient in multihop net-  channel. MACAW also uses DS packet to advertise the use of
works. The inefficiency is due to the hidden terminal problem, e shared channel. However, both of them solve neither the
the exposed terminal problem, the receiver blocking problem, hidden- th d-t : | bl 131. The FAMA-
and the intra-flow contention problem. These four problems ldden- nor the exposed-termina 'pro' ems [13]. The
can lead to “explosion” of control packets and hence poor NCS scheme [8] uses long dominating CTS packets to act
throughput performance. To address these problems, we prope as a receive busy tone to prevent any competing transmitters
a novel MAC protocol based upon the IEEE 802.11 MAC. in the receiver’'s range from transmitting. This requirestea
The unique features of the proposed MAC protocol are 1) @ nn4e hearing the interference to keep quiet for a period of

system architecture with an out-of-band busy tone and two : dat ket t ¢ llisi ith th
communication channels, one for control frames and the other one maximum data packet 1o guarantee no coflision wi e

for data frames, and 2) a message exchange procedure thatOngoing data transmission, which is obviously not efficient
provides a comprehensive solution to all the aforementioned especially when the RTS/CTS negotiation process fails er th
four problems. Our studies show that the proposed scheme can DATA packet is very short.
simultaneously overcome the four problems, greatly improve Multi-channel random MAC schemes have also been inves-
spat_ial reuse,_and (_eliminate the collisions of DATA packets.In .. din th f 91-1201. O h
addition, the simulation results demonstrate that the new scheme tigate . int ? past ew years [9]-[20]. One common approac
provides a more stable link layer with less control overheads t0 avoid collisions between control packets and data packet
and much less routing failures and significantly improves the is to use separate channels for different kinds of packdts. T
throughput, as compared to the IEEE 802.11 MAC. DCA scheme [10] uses one control channel for RTS/CTS
and one or more data channels for DATA/ACK; however,
it does not mitigate the hidden terminal problem. The dual
The IEEE 802.11 MAC [1], a contention based mediurbusy tone multiple access (DBTMA) schemes ( [14], [15])
access protocol, has been successfully deployed in wirelese a transmit busy tone to prevent the exposed terminals
LANs and has also been implemented in many wirelef®m becoming new receiver, a receive busy tone to prevent
testbeds and simulation packages for wireless multihop néie hidden terminals from becoming new transmitter, and
works. However, the inefficiency of the 802.11 MAC ina separate data channel to avoid collisions between control
multihop ad hoc networks has been widely recognized aspackets and data packets. However, the DBTMA schemes have
serious problem. MAC layer contentions greatly affect theo acknowledgements for DATA packets which is needed for
performance of high layer protocols such as TCP and rouiareliable wireless links, and the potential collisionsvieen
maintenance [2]—-[4]. the acknowledgements and other packets can greatly degrade
The source of the above problems comes mainly from tlige performance. PAMAS [17] uses a separate control channel
MAC layer. The hidden terminals may introduce collisionso transmit both RTS/CTS packets and busy tone signals. It
and the exposed terminals may lead to low efficiency [6]. lgives a solution to the hidden terminal problem and mainly
addition to these two notorious problems, teeeiver blocking focuses on power savings.
problem i.e., the intended receiver does not respond the sendeMost of the current schemes aggravate the receiver blocking
with CTS or ACK due to the interference from other ongoingroblem when alleviating the hidden terminal problem bseau
transmissions, also deserves a serious attention. Intfdst, the hidden terminals are restricted from transmitting aad c
problem becomes more severe in the multihop environmenit respond its intended sender. The spatial reuse is also de
and result in inefficiency and starvation of some traffic flowgraded since the hidden terminals can not receive as wetlitas n
or nodes. Furthermore, for a multihop flow, the nodes alorigansmit DATA packets. And the flow contention encountered
the path have different degree of contention, which resalts by multihop flows with long paths is not addressed, either,
severe collision and degraded throughput under heavydraffihich limits the scalability of MANET.
load. These problems will be detailed in Section II. In this paper, we propose a novel dual-channel MAC proto-
Many schemes have been proposed in the current literateod with an out-of-band busy tone (DUCHA) for multihop ad
to reduce severe collisions of DATA packets at the MA®oc networks. Although using a dedicated control channel or
layer. MACA [5] and MACAW [6] propose the use of RTSbusy tone is not a novel idea, DUCHA does not require clock
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NN N L0 sions of packets at upstream and downstream nodes along the
D N path of the same flow. For example, in a single chain topology,
the preceding nodes encounter much few contention than the
Fig. 1. A simple scenario to illustrate the problems succeeding nodes [25]. Therefore the source, i.e, the fide n

of the chain, could inject more packets into the chain than
the subsequent nodes could forward, which results in packet
discarding and severe MAC contentions and make the 802.11

synchronization among all nodes (as in [20]-[22]) which iMAC fail to achieve the optimum throughput.

especially difficult for a large-scale MANET ( [23], [24)nd 5 The Desired Protocol Behavior

it provides a comprehensive solution to all the followingifo ) ) ) .
problems: the hidden terminal problem, the exposed teimina 1 "€ desired MAC protocol for mobile, multihop and wire-
problem, the receiver blocking problem, and the intra-flo ss_ad hoc networks should at I_east resolve the hidden
contention problem (to be defined in Section 11-C). Thereds ferminal problem, the exposed terminal problem and the re-
collision for DATA packets and the spatial reuse is also tiyea C€IV€r blocking problem. Therefore, the ideal protocoltio
improved in DUCHA where not only the exposed termina/guarantee that there is only one receiver in the interferenc

can send DATA packets but also the hidden terminals c&4’9€ Of the transmitter and there is also only one transmitt
receive DATA packets. in the interference range of the receiver. The exposed nodes

The rest of this paper is organized as follows. Section may start to transmit in spite of the ongoing transmission.

discusses the sources of collisions in the IEEE 802.11 MA-B"e hidden nodes cannot initiate any transmission but may

protocol when applied to multihop ad hoc networks, and tHECEIVe packets. Thus, to maximize the spatial reuse orametw
it should allow multiple transmitters to transiini

ideal protocol behavior we may desire. Section Il presen‘fé‘pac'ty’, . . :
our MAC protocol for multihop ad hoc networks. Simulation,the sensing range of any transmitter and multiple receivers

results are given in Section IV. Finally, we conclude thegrap!n € Sensing range of any receiver to receive. In addition,
in Section V. the transmitter should know whether its intended receiser i

blocked or is just outside of its transmission range in chaé t
[I. PROBLEMS AND THE DESIREDPROTOCOLBEHAVIOR it does not receive the returned CTS to avoid packet disegrdi

In this section, we describe a few problems in multi-hopnd the wrong protocol behavior at the higher layer, such as
ad hoc networks when the IEEE 802.11 MAC protocol ignnecessary rerouting requests.

deployed. IIl. DUCHA: D UAL-CHANNEL MAC PrRoTOCOL

A. Hidden and Exposed Terminal Problems In this section, we present the new dual-channel MAC
The hidden and exposed terminal problems are two welfotocol (DUCHA) for multi-hop mobile ad hoc networks.
known problems. Here only notice that the transmissioneanghe design is based upon CSMA/CA mechanism in the IEEE

and sensing range should be different in most case. F§2.11 MAC protocol.

example, in Fig. 1, the small circles around A, B and C indicat
the edges of their individual transmission range and trmlalA'
circles around them indicate the edges of their individual To achieve the desired protocol behavior, we utilize dual-
sensing range. D is the hidden terminal and F is the expogdtnnel for control packets and DATA packets, separatdl R

Protocol Overview

terminal of A when A is transmitting to B. and CTS are transmitted over control channel. Negative CTS
_ _ (NCTYS) is used to solve the receiver blocking problem and is
B. Receiver Blocking Problem also transmitted in the control channel. DATA is transnitte

The blocked receiver is the one which cannot respond to tbeer the data channel. An out-of-band receiver based busy
RTS intended for this receiver due to other transmissionsin tone [7] [13] is used to solve the hidden terminal problem.
sensing range. This may result in unnecessary retransmgssiThe ACK is not necessary here because our protocol can
of RTS requests and the subsequent packet discarding, gndrantee that there is no collision for DATA packets. Toldea
it may also introduce unfairness. For example as shown with wireless channel error, we introduce NACK signal which
Fig. 1, when D is transmitting to E, A will not receive theis continuing busy tone signal when the receiver determines
intended CTS from B if it sends RTS to B. This is becaushat the received DATA packet is corrupted. The sender will
B cannot correctly receive As RTS due to collision frormot misinterpret this NACK signal because there are no other
D’s transmission. Thus, A keeps retransmitting and dogblimeceivers in its sensing range and hence no interfering NACK
contention window until it discards the packet. If D has asbursignals and will conclude that the transmission is sucoéssf



Control Channel _[RTS] [CTS] NACK Period period. If it correctly receives the DATA packet, it stopeth

DATA Channel DATA | busy tone signal and finishes the receiving procedure.
B T . . . .
o BeyTone L2 e - The sender assumes its DATA transmission is successful
Busy Tone L Sl if there is no NACK signal sensed during the NACK period.
(If DATA packet is corrupted due to fading, busy tone signal will be lengthened. ) . . ) . . h .
Otherwise, it assumes its transmission fails because elegs
Fig. 2. Proposed protocol channel error and then starts the retransmission procedure

In the following few subsections, we use examples to
illustrate how our DUCHA solves those well-know problems.

if no NACK signal is sensed. The basic message exchange Solution to the hidden terminal problem

sequence is shown in Fig. 2. As shown in Fig. 1, B broadcasts busy tone signal when it

receives DATA packet from A. The hidden terminal of A, i.e.,

_ D, could hear B’s busy tone signal and thus will not transmit
1) RTS:Any node must senses the control channel idle ghything in the DATA channel to interfere with B's reception

least for DIFS long and senses no busy tone signal befafgys the busy tone signal from the DATAs receiver prevents
initiating new transmission of an RTS. If it senses the noisyny hidden terminals of the intended sender to interferé wit

(busy) control channel longer than or equal to the RTS periafe reception. Moreover, no DATA packets are dropped due to
it should defer long enough (at least for SIFS + CTS %2 the nigden terminal problem.

max-propagation-delay) to avoid possible collision witte t
CTS'’s reception at some sender. For example, in Fig. 1, wh@n Solution to the exposed terminal problem
A finishes transmitting its RTS to B, F should wait before | Fig. 1, B is the exposed terminal of D when D is

transmitting at least long enough for A to finish receiving thtransmitting DATA packet to E. B could initiate RTS/CTS
possible returning CTS/NCTS from B. exchange with A though it can sense D’s transmission in the
2) CTSINCTS Any node which correctly receives the RTSHATA channel. After the RTS/CTS exchange is successful
should return CTS after SIFS spacing regardless the conthghween B and A, B begins to transmit DATA packet to A.
channel status if the DATA channel is idle. Since A is out of the sensing range of D and E is out of sensing
If both control and DATA channel are busy, it ignores theange of B, both A and E could correctly receive the DATA
RTS to avoid possible interference to the CTS's reception gécket destined to them. Thus, the exposed terminal problem

other RTS’s transmitter. Since the data channel is nota@wai] could transmit DATA packets which could greatly enhance the
there should not have any collision with CTS/NCTS to othejpatial reuse ratio.

possible competitor using the data channel.
If control channel is idle for at least one CTS packdt. Solution to the receiver blocking problem
long and the DATA channel is busy, it returns NCTS. The |n Fig. 1, B is the blocked receiver in the IEEE 802.11
NCTS estimates the remaining DATA transmission time iMAC protocol when D is transmitting DATA packets to E. In
its duration field according to the difference between thsur protocol DUCHA, B can correctly receive A's RTS in the
transmission time of maximum DATA packet and the lengtBontrol channel while D sends DATA packets in the DATA
it has sensed the DATA channel. channel. Then B returns NCTS to A because it senses busy
3) DATA: RTS's transmitter should start DATA transmis-medium in the DATA channel. The duration field of NCTS
sion after correctly receiving the CTS if no busy tone sigaal estimates the remaining busy period in the DATA channel
sensed. If the sender receives a NCTS, it defers its trasBmis which takes to finish D’s transmission. When A receives the
according to the duration field of NCTS. Otherwise, it asssm@ICTS, it defers its transmission and stop the unnecessary
there is a collision occurred, will then double its backoffetransmissions. It retries the transmission after théoger
window and defer its transmission. indicated in the duration field of NCTS. Once the RTS/CTS
4) Busy Tone:The intended receiver begins to sense thexchange is successful between A and B, A begins to transmit
data channel after it transmits CTS. If the receiver does nOATA packet to B. B will correctly receive the DATA packet
receive signal with enough power in the data channel in thecause there is no hidden terminal problem for receiving
due time that the first few bits of the DATA packet reacheg it, DATA packets.
will assume the sender does not transmit DATA and finish the ) _
receiving procedure. Otherwise, it transmits busy tonealig - Maximum spatial reuse
to prevent possible transmission from hidden terminals. As discussed above, the exposed terminals could transmit
5) NACK : The intended receiver has a timer to indicatBATA packets. Furthermore, in our protocol, the hidden ter-
when it should finish the reception of the DATA packeminal could receive DATA packets though it cannot transmit.
according to the duration field in the previously receivedSRT In Fig. 1, D is the hidden terminal of A when A is transmitting
If the timer expires and has not received the correct DATBATA packet to B. After the RTS/CTS exchange between E
packet, it assumes the DATA transmission fails and sendsd D is successful in the control channel, E could transmit
NACK by continuing the busy tone signal for an appropriatBATA packets to D. Since D is out of A's sensing range and B

B. Basic Message Exchange



is out of E’s sensing range, both D and E could correctly re- 240m | 320m | 240

ceive the intended DATA packets. Thus our protocol DUCHA
could achieve maximum spatial reuse by allowing multiple
transmitters or multiple receivers in the sensing rangeache Fig. 3. One simple topology
other. At the same time, there are no collisions for DATA

packets as well as the NACK signals because there is only

one transmitter in its intended receiver’s sensing rang#
only one receiver in its intended transmitter’s sensingyean

A B C D

8ue to channel fading, and hence its transmission frequency
is also much smaller than that of ACK packets in the 802.11

G. Inherent Mechanisms to solve the intra-flow contentiddAC protocol. Third, there is no collision for DATA packets
problem and hence the transmissions of RTS and CTS for corrupted

In our DUCHA protocol, the receiver of DATA packetsDATA packets are saved.

have the highest priority to access the channel for next DATA IV. PERFORMANCEEVALUATION
transmission. When one node correctly receives a DATA simulation Environments

packet, it could immediately start the backoff procedurelie e now evaluate the performance of our protocol and
new transmission while the upstream and downstream node o P Prok :
o . - ompare it with the IEEE 802.11 scheme. The simulation
in its sensing range are prevented from transmitting DATH l'is one of the widel d network simulation tool
packets during the NACK period. In fact, this could achievEe00 s one ot the €ly used hetwork simu'ation tools —

optimum packet scheduling for chain topology and it is samil gsérh\gz d u_?ﬁe prri'cgrg?gfgmsdhe?rfieF;at:_r:"thmn% dr(r)ilggl
for any single flow scenario. v ' propagati ! Wo-ray ground

The transmission range of each node is approximately 250m

For example, in a chain topology consisting of node 0, 1 S . .
2, ..., 8 from left to right, node 1 has the highest priority t(g\‘nd the sensing/interference range is approximately 550m

access the channel when it receives one packet from nodgc&ordmg o the default value of the received power thriesho

and hence immediately forwards the packet to node 2. For %réd the carrier sensing threshold. For comparison purpose,

same reason, node 2 immediately forwards the received 'pacD ¢ simulations use the same total bandwidth, i.e., 2Mtps, f

e )
to node 3. Then node 3 forwards the received packet to nodoeth 802.11 and DUCHA. Other default values of important
4. Because node 0 can sense node 1 and 2's transmissiBAs

rameters are shown in Table I. In the following figures, our
it will not interfere with these two nodes. Node O could nozrofocol will be referred to as Dual-channel MAC protocol

send packets to node 1 either when node 3 forwards pac %PCHA)'
to 4 because node 1 is in the interference range of node 3. TABLE |
When node 4 forwards packet to 5, node 0 could have chance DEFAULT VALUES IN THE SIMULATIONS

to send packet to node 1. In general, nodes which are 4 hops

away from each other along the path could simultaneousl Preamble of all kinds of packets | 192 s
Y . 9 P y Control channel speed in DUCHA | 0.3 Mbps
send packets to their next hops. Thus the procedure could 5z channel speed in DUCHA | 1.7 Mbps

utilize 1/4 of the channel bandwidth, the maximum throughpu DATA rate in 802.11 2.0 Mbps
which can be approached by the chain topology [25] Length of NACK signal 150 us
DATA Packet size 1000 Bytes

H. Notes on the proposed protocol

There is no collisions for DATA packets in the proposed
protocol because there is only one DATA transmitter in th8- Simple Scenarios
sensing range of any ongoing receiver in the DATA channel. To verify the correctness of our protocol, we first investiga
The out-of-band busy tone signal prevents any hidden nodege simple scenario shown in Fig. 3, where there are hidden
from initiating new DATA transmission in the DATA channel.terminals, exposed terminals and receiver blocking proble

There is no collision for NACK signal, i.e., the continuingf IEEE 802.11 MAC protocol is used.
busy tone, either, because there is only one DATA receiver inl1) Hidden terminals: There are two flows with the same
the sensing range of any ongoing sender in the DATA chann€BR traffic: flow 1 is from A to B and flow 2 is from Cto D. C
After successful RTS/CTS exchange between the sender &d hidden terminal of A and cannot sense A's transmission or
its intended receiver, all nodes in the sensing range of tbennot correctly receive B's CTS. However, C’s transmissio
sender can sense its transmission in the DATA channel andl introduce enough interference at node B, which would
thus are restricted from becoming DATA transmitters. affect B’s reception.

The control overhead could be reduced although we intro-Fig. 4(a) shows that the number of collided DATA packets
duce a new NCTS packet and a new NACK signal. Firsticreases with the offered load in IEEE 802.11 while our
NCTS is only transmitted when the intended receiver can natotocol has no collision for the DATA packets. This in fact
receive DATA packet. It can save a lot of unnecessary reerifies that there is no hidden terminal problem for the
transmitted RTS packets as discussed in Section IlI-E.r&kcotransmission of DATA packets in our protocol. The reason
NACK signal occurs only when the DATA packet is corrupteds that B’s busy tone signal prevents the hidden terminal C
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4) Maximum spatial reuseOur DUCHA protocol could
allow the hidden terminal to receive DATA packets as well
as to allow the exposed terminal to transmit DATA packets
/ to improve the spatial reuse. In the simulation, there a@ tw
[ grererere o9 flows with the same CBR traffic: flow 1 is from A to B and
5 1 15 2 25 3 .

Total offered laad (Mbps) flow 2 is from D to C.

(©) (d) Fig 4(d) shows that our protocol has much higher aggregated
throughput than IEEE 802.11 MAC. The latter suffers not only
from the poor spatial reuse but also from the collisions agnon
RTS, CTS, DATA and ACK packets since B and C are hidden
from transmitting and hence there is no collision at B an@rminals of A and D, respectively.

hence B can still receive As DATA packets. However, in the 5) Intra-flow contention:Our protocol DUCHA could mit-
IEEE 802.11 MAC protocol, C has no way to know that A idggate the intra-flow contention as discussed in sectiorGlll-
transmitting DATA packets to B and hence cause collisions &ig. 5(a) shows the aggregated throughput of a 9-node chain
B if C begins transmissions. topology. DUCHA improves the maximum throughput by

2) Exposed terminalsiWe now examine the exposed termi-about 25% and has a 40% higher throughput than IEEE 802.11
nal problem. Assume that there are two flows with the satMAC under heavy offered load. This is because DUCHA has
CBR traffic: one is from B to A and another is from C to DA large spatial reuse ratio in the DATA channel and could
B and C are the exposed terminals of each other. For examglehieve the optimum packet scheduling for the chain togolog
B can sense C’s transmission but not D’s transmission andrBlependent of the traffic load while IEEE 802.11 MAC suffers
will not interfere with D’s reception. from collisions under heavy load.

In IEEE 802.11 MAC protocol, B and C cannot transmit
DATA packets at the same time while they can in our DUCHA- Random Topology for One-hop Flows
protocol. So our protocol should have much higher aggrelgate In this simulation study, 60 nodes are randomly placed in
throughput in this simple scenario under heavy offered .loa@ 1000m x 300m area. Each node has the same CBR traffic
The improvement is about 55% as shown in Fig. 4(b). and randomly selects one neighbor as the destination, vidich

3) Receiver blocking problemThe topology remains the at least the minimum source-destination distance, i.€100,
same except C always has packets to transmit to D. Wh200 m, far apart. All results are averaged over 30 random
C is transmitting to D, B is the blocked receiver. It cannagimulations.
respond to As RTS, which will lead to packet discarding. We observe from Fig. 5(b) that the aggregated throughput

Fig 4(c) shows that in IEEE 802.11 the sender A, whoder all flows decreases when the minimum source-destination
intended receiver B is blocked, cannot successfully transmistance increases. The aggregated throughput of ourgmioto
any packets. This is because that B could not correctlyveceis higher than that of IEEE 802.11 MAC. And it degrades
As RTS and thus A continuously discards DATA packetsmuch slower in our protocol than in IEEE 802.11 MAC and it
after multiple transmission failures of RTS packets. Whils improved by about 8% to 28% when the minimum source-
in our protocol DUCHA, the control packets are transmittedestination distance increases from Om to 200m.
in a separate channel and the blocked receiver could returThis is reasonable. For example, A and B are the source-
an NCTS packet to its intended sender during the period @éstination pair. The larger the distance between A andé, th
neighboring DATA transmissions. Furthermore, in our protdarger the hidden area where nodes cannot sense As trans-
col, A can obtain a part of the bandwidth to transmit DATAnission but can sense B’s transmission. So in IEEE 802.11
packets while in IEEE 802.11, As DATA transmissions willMAC, the hidden terminal problem becomes more severe when
be corrupted by its hidden terminal C even if the RTS-CT®ie distance between A and B becomes larger. On the other
exchange is successful between A and B. hand, in IEEE 802.11 MAC, all the nodes in the sensing range

=
«

[

o
o

o)) & * * + s
0 20 40 60 80 100
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Flow 1: Discarded DATA Packets (pkts/sec)
o
|
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Fig. 4. Simulation results for the simple topology
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